
NOTICE OF PRIVACY PRACTICES
Effective : July 15, 2014

THIS NOTICE DESCRIBES HOW MEDICAL 
INFORMATION ABOUT YOU MAY BE USED AND  
DISCLOSED AND HOW YOU CAN GET ACCESS 

TO THIS INFORMATION. PLEASE REVIEW IT 
CAREFULLY.

If you have any questions about this notice, please 
contact our Privacy Officer at (503) 478-1845

OUR PLEDGE REGARDING MEDICAL 
INFORMATION:
We are committed to protecting your personal medical in-
formation. We create a record of the care and services you 
receive, and use it to provide you with quality care and to 
comply with certain legal requirements. This notice applies 
to all of your records generated by our office.

WHAT IS PROTECTED HEALTH INFORMATION (PHI)?
“Protected Health Information” (PHI) is information that indi-
vidually identifies you and that relates to (1) your past, pres-
ent, or future physical or mental health or conditions, (2) the 
provision of health care to you, or (3) the past, present, or 
future payment for your health care.

HOW WE MAY USE AND DISCLOSE PHI:
The following categories describe different ways that we use 
and disclose PHI. Not every possible use of disclosure is list-
ed, but all other ways we are permitted to use and disclose 
PHI will fall within one of the categories.

For Treatment: We may use PHI to provide you with med-
ical treatment or services. We may disclose PHI to doctors, 
nurses, technicians, health care students, or others involved 
with your care. We may share PHI to coordinate things such 
as prescriptions, lab work and x-rays. We may also share 
PHI  with people involved in your medical care after you 
leave our office, such as long-term care facilities or others 
who provide services that are part of your care.

For Payment: We may use and disclose PHI to bill and col-
lect payment from an insurance company or a third party for 
the services you receive. We may also tell your health plan 
about a treatment you are going to receive to obtain prior 
approval, or to determine whether your plan will cover the 
treatment.   

For Health Care Operations: We may use and disclose 
PHI as necessary to run our practice and ensure that all of 
our patients receive quality care. For example, we may use 

your PHI to evaluate the performance of our staff in caring 
for you, or we may send you a patient satisfaction survey. 
We may also combine PHI about many patients to decide 
what additional services to offer,what services are not need-
ed, and whether certain treaments are effective. We may 
also disclose PHI to health care personnel for review and 
learning purposes. We may also combine PHI with medi-
cal information from other sources to compare how we are 
doing, and see where we can make improvements in the 
care and services we offer. We may remove information that 
identifies you from this information so others may use it to 
study health care and health care delivery without knowing 
who the patients are.

Appointment Reminders / Treatment Alternatives /
Health-Related Benefits and Services:   We may use and 
disclose PHI to contact you to remind you that you have an 
appointment for medical care, or to contact you to tell you 
about possible treatment options or alternatives or health 
related benefits and services that may be of interest to you.

Individuals Involved in Your Care or Payment for Your 
Care: We may release PHI to a caregiver who may be a 
friend or family member, or to someone who helps pay for 
your care. 

Research: We may use and disclose your PHI for research 
purposes, with the approval of a special board that has re-
viewed the research proposal and set up protocols to ensure 
privacy of your PHI. Even without that special approval, we 
may permit researchers to look at PHI to help them prepare 
for research (for example, to allow them to identify patients 
who may be included in the research project), as long as 
they do not remove, or take a copy of any PHI. We may use 
and disclose a limited data set that does not contain specif-
ic readily indentifiable information about you for research. 
However, we will only disclose the limited data set if the re-
cipient agrees to (1) use the data set only for the purposes 
for which it was provided, (2) ensure the confidentiality and 
security of the data, and (3) not identify the information or 
use it to contact any individual.

Business Associates: We may disclose PHI to our busi-
ness associates who perform functions on our behalf or 
provide us with services. For example, we may use another 
company to do our billing or transcription. Our business 
associates are obligated, under contract with us, to protect 
the privacy and ensure the security of your PHI.

As Required By Law: We will disclose PHI when required 
to do so by federal, state or local law.

SPECIAL SITUATIONS:

Military: If you are a member of the armed forces, we may 
release PHI as required by military command authorities. 
We may also release PHI about foreign military personnel to 
the appropriate foreign military authority.

Worker’s Compensation: We may release PHI for workers’ 
compensation or similar programs that provide benefits for 
work-related injuries or illness. 

Public Health Risks (Health and Safety to you and/or 
others): We may disclose PHI for public health activities. 
We may use and disclose of PHI to agencies when neces-
sary  to prevent a serious threat to your health and safety, 
or that of the public or another person. For example, to pre-
vent or control disease, injury or disability; to report births, 
deaths; to report child abuse or neglect; to report reactions 
to medications or problems with products; to notify people 
of recalls of products they may be using; to notify a person 
who may have been exposed to a disease or may be at risk 
for contracting or spreading a disease or condition; to notify 
the appropriate government authority if we believe a patient 
has been the victim or abuse, neglect or domestic violence. 
We will only make disclosure when required or authorized 
by law. 

Health Oversight Activities: We may disclose PHI to a 
health oversight agency for activities such as audits, investi-
gations, inspections, and licensure, which are necessary to 
monitor the health care system, government programs, and 
compliance with civil right laws.

Lawsuits and Disputes:  If you are involved in a lawsuit or 
a dispute, we may disclose PHI in response to a court or ad-
ministrative order, or a subpoena, discovery request, or oth-
er lawful process by someone else involved in the dispute.

Data Breach Notification Purposes: We may use or dis-
close your PHI to provide the legally required notice of unau-
thorized access to or disclosure of your health information.

Law Enforcement: We may release PHI if asked to do so 
by a law enforcement official in response to a court order, 
subpoena, warrant, summons or similar process; to identi-
fy or locate a suspect, fugitive, material witness, or missing 
person; about the victim of a crime if, under certain limited 
circumstances, we are unable to obtain the person’s agree-
ment; about a death we believe may be the result of criminal 
conduct; about criminal conduct at our office; and in emer-
gency situation, to report a crime.

Coroners, Medical Examiners and Funeral Directors: We 
may release PHI to acoroner or medical examiner, for exam-
ple to identify a deceased person or determine the cause 
of death. We may also release PHI to funeral directors as 
necessary to carry out their duties.

National Security and Intelligence Activities: We may 
release PHI to authorized federal officials for intelligence, 
counterintelligence, and other national security activities au-
thorized by law. 

Protective Services for the President and Others: We 
may disclose PHI to authorized federal officials so they may 
provide protection to the President, other authorized persons 
or foreign heads of state, or conduct special investigations. 

Inmates: If you are an inmate of a correctional institution 
or under the custody  of a law enforcement official, we may 
release PHI to the correctional institution or law enforcement 
official. This release would be necessary(1) for the institution 
to provide you withhealthcare; (2) to protect your health and 
safety or the health and safety of others; or (3) for the safety 
and security of the correctional institution. 	



USES AND DISCLOSURES THAT REQUIRE US TO GIVE 
YOU AN OPPORTUNITY TO OBJECT AND OPT OUT:

Individuals involved in your care or payment for your 
care: Unless you object, we may disclose (to a member of 
your family or any other person you identify) PHI that direct-
ly relates to that person’s involvement in your health care. 
If you are unable to agree or object to such a disclosure, 
we may disclose such PHI as necessary if we determine 
that it is in your  best interest based on our professional 
judgement.

Disaster Relief: We may disclose PHI to disaster relief 
organizations in order to coordinate your care, or notify 
family and friends of your location or condition in a disaster. 
We will provide you with an opportunity to agree or object 
to such a disclosure whenever we practicably can do so.

Fundraising Activities: We may use or disclose your PHI, 
as necessary, in order to contact you for fundraising activ-
ities. You have the right to opt out of receiving fundraising 
communications. Please note: We are required by law to 
include this statement, but we want to assure you that we 
do not in fact participate in fundraising activities.

YOUR WRITTEN AUTHORIZATION IS REQUIRED FOR 
OTHER USES AND DISCLOSURES:

Other uses and disclosures of PHI for third-party paid 
marketing purposes, and disclosures that constitute a sale 
of your PHI, can be made only with your written authoriza-
tion. Please note: We are required by law to include this 
statement, but we want to assure you that we do not in fact  
participate in third-party paid marketing or the sale of PHI.

Other uses and disclosures of PHI not covered by this No-
tice or the laws that apply to us will be made only with your 
written authorization. You may revoke that authorization at 
any time by submitting a written revocation to our Privacy 
Officer. Any disclosure that we made in reliance on your 
authorization before you revoked it will not be affected by 
the revocation. 

YOUR RIGHTS REGARDING YOUR PHI:
You have the following rights, subject to certain limitations, 
regarding your PHI:

Right to Inspect and Copy: You may see and copy your 
PHI. Usually, this includes medical and billing records, but 
not psychotherapy notes. Toobtain a copy of your PHI, con-
tact our office  at (503) 478-1845. We may charge a rea-
sonable  fee for the costs of copying, mailing or other sup-
plies. We may deny your request in certain circumstances, 
but you may request that the denial be reviewed. Another 
licensed health care professional chosen by our office (not 
the person who denied your request) will conduct a review, 
and we will comply with the outcome of the review.

Right to an Electronic Copy of Electronic Medical 
Records: If your PHI is maintained in an electronic format, 
you may request that an electronic copy of your record be 
given to you ortransmitted to another individual or entity. 
We will make every effort to provide access to your PHI in 

the form or format you request. If the PHI is not readily pro-
ducible in your preferred format, you may choose to receive 
a copy in our standard electronic format or paper copy. We 
may charge you a reasonable fee for the costs associated 
with copying or transmitting the electronic medical record. 

Right to a Summary or  Explanation: We can also 
provide you with a summary of your PHI,  rather than the 
entire record, or we can provide you with an explaination 
of the PHI that has been provided to you, so long as you 
agree to this alternative form and pay any associated 
fees.      

Right to Request Amendments:  If you feel that the PHI 
we have is incorrect or incomplete, you may request an 
amendment for as long as the information is kept by us or 
for us. Your request must be made in writing to the Privacy 
Officer at the address provided at the end of this Notice, 
and you must give the reason for your request. In certain 
cases, we may deny your request, but if we do, you have 
the right to file a statement of disagreement.

Right to an Accounting of Disclosures: You may ask 
for an “accounting of disclosures,” which is a list of the 
disclosures we made of your PHI for purposes other than 
treatment, payment or healthcare operations as described 
in this Notice. It excludes disclosures we may have made 
to you, to family members or friends involved in your care, 
or for notification purposes. This right is subject to certain 
exceptions, restrictions, and limitations, which may be 
different for electronic records. The first accounting you re-
quest within a 12-month period will be free. We may charge 
a reasonable fee to cover the cost of providing additional 
accountings within the same period.

Right to Request Restrictions: You may request a restric-
tion or limitation on the PHI we use or disclose for treat-
ment, payment, or health care operations, or to someone 
who is involved in your care or the payment for your care. 
To do this, you must submit a written request to the Privacy 
Officer describing the specific restriction and to whom it ap-
plies. We are not required to agree to your request, unless 
you are asking us to restrict the use and disclosure of your 
PHI to a health plan for payment or health care operation 
purposes and the PHI you wish to restrict pertains solely 
to a health care itemor service for which you have paid us 
“out-of-pocket” in full. If we do not agree to the requested 
restriction, we may not use or disclose your PHI in violation 
of that restriction, unless it is needed to provide emergency 
treatment. 

Right to Request Confidential Communications: You 
may request that we communicate with you only in certain 
ways. For example, you may ask that we contact you only 
by mail at a specific address, or call you only at your work 
number. You must make the request in writing and specify 
how or where we are to contact you. You do not have to 
give us a reason for the request. We will accommodate all 
reasonable requests.

Right to Notification of a Breach: You have the right to 
be notified in the event of a breach of your unsecured PHI.

Right to a Paper Copy of this Notice: You have the right 
to a paper copy of this Notice, even if you have agreed to 
receive this Notice electronically. You may request a copy 
of this Notice at any time. The Notice is also available on 
our website, www.voicedoctor.net.

COMPLAINTS: If you believe your privacy rights have 
been violated, you may contact the Privacy Officer at (503) 
478-1845 or submit your complaint in writing within 180 
days of when you knew, or should have known, about 
the suspected violation. If we are unable to resolve your 
concern, you also have the right to file a written complaint 
with the Secretary of the Department of Health and Human 
Services. There will be no retaliation against you for filing a 
complaint. 

CHANGES TO THIS NOTICE: We reserve the right to 
change this Notice. We reserve the right to make the 
changed Notice effective for PHI we already have, as well 
as for any PHI we create or receive in the future. A copy of 
our current Notice is available in our office and 
on our website. This notice was revised on July 15, 2014.

909 NW 18th Avenue
Portland, Oregon 97209
Phone: (503) 478-1845




